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Abstract: Twice in the twentieth century—during World War II and the Cold 

War—the United States developed highly impactful industrial policies to 

support the scale-up of an innovative defense industrial base. The United 

States now faces a situation in which comprehensive and consequential 

industrial policy is once again needed to support its national security 

requirements. The 2022 Creating Helpful Incentives to Produce 

Semiconductors (CHIPS) and Science Act provides a recent model for the kind 

of industrial policy that the U.S. government can implement when it adopts a 

no-holds-barred approach to improving national competitiveness in a critical 
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industry. However, the majority of the significant military capabilities used by 

the U.S. Department of Defense today—and for the foreseeable future—are 

supplied by a few large defense contractors. These contractors have 

demonstrated a mastery of large-scale systems integration and 

manufacturing, an activity that is beyond the scope of smaller firms that excel 

in the development of innovative technologies. Both the major defense 

contractors and newer, technology-oriented firms such as Anduril Industries, 

Leidos, and Palantir Technologies currently lack the available markets or 

funding that would permit the kind of aggressive approach to improving 

competitiveness that the United States has applied to semiconductors. 

Supporting these firms in a more substantial way would require the United 

States to selectively broaden and deepen its industrial policy efforts and 

become more organizationally skilled in implementing support of its most 

critical capability suppliers. 

 

Keywords: defense innovation system, innovation ecosystem, industrial policy 

 

Introduction 

During the summer of 2023, two calls to action illustrated the challenges 

facing the U.S. Department of Defense (DOD) in dealing with technological 

innovation. The outgoing chairman of the Joint Chiefs of Staff, U.S. Army 

general Mark A. Milley, expressed the view that “we are witnessing an 

unprecedented fundamental change in the character of war, and our window 

of opportunity to ensure that we maintain an enduring competitive 

advantage is closing.”1 General Milley called for major changes in how the 
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DOD manages capability development and how new technologies are 

incorporated into military forces. 

 At about the same time, entrepreneur and Defense Innovation Board 

chair Michael R. Bloomberg expressed frustration about the challenges faced 

by industry in working with the DOD. While supportive of recent changes such 

as expanded funding for innovative technologies with potential military 

applications, Bloomberg felt that DOD officials should have much more 

flexibility and authority to move promising projects forward. He also 

expressed the view that allowing—and supporting—greater risk-taking and 

occasional failure in technology adoption would make the DOD a better place 

to work, attracting in-house talent. Finally, Bloomberg suggested that “the 

more our military can ‘fail fast’ in the Pentagon, the more we can succeed on 

the battlefield.”2 

 Both General Milley and Bloomberg recognized the link between 

innovation and military superiority. While this connection has been 

demonstrated repeatedly throughout history, for the United States it is World 

War II and the Cold War that stand out as two moments when the country 

scaled-up innovative defense industrial bases to win against determined 

competitors. However, a key observation has been lost in many assessments 

of where the United States stands today: the crucial role of industrial policy 

to support innovation and scale-up of the industrial base. In the United States 

today, only the semiconductor industry is receiving the no-holds-barred 

approach to industrial policy that reflects the competitive challenges of the 

moment. Indeed, the 2022 CHIPS and Science Act and associated actions 

taken by the U.S. executive branch provide a model for industrial policy that 
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causes one to wonder what other domains should be the focus of U.S. 

industrial policy.3 

What if the United States were to treat industrial policy support for the 

U.S. Navy’s submarine maintenance and shipbuilding programs or the U.S. Air 

Force’s aircraft production and maintenance programs with this same vigor? 

What about targeted industrial policy to support all the Services’ needs to 

reconstitute the munitions and missile manufacturing base, collectively 

laboring—as they are—with supply shortages of critical materials leading to 

years-long delays? 

 The reality is that the majority of the significant military capabilities 

used by the U.S. Service branches today—and for the foreseeable future—

are supplied by a few large defense contractors. These contractors have 

demonstrated a mastery of large-scale systems integration and 

manufacturing, an activity that is beyond the scope of smaller firms that excel 

at the development of innovative technologies. 

That said, these major defense contractors, as well as newer, 

technology-oriented firms such as Anduril, Leidos, and Palantir, currently lack 

the available markets or funding that would permit the kind of aggressive 

approach to improving competitiveness that the United States has applied to 

semiconductors. This article examines this issue and suggests that supporting 

these sectors in a more substantial way would require the United States to 

selectively broaden and deepen its industrial policy efforts. Importantly, the 

DOD must become more organizationally skilled at being a knowledgeable 

client that can effectively support and manage the industrial base. In that 

context, U.S. president Joseph R. “Joe” Biden Jr. stated in July 2024 during a 

North Atlantic Treaty Organization (NATO) summit that “we need a new 
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industrial policy in the West. It came as a surprise to some of us how we had 

fallen behind.”4 

 Until quite recently, industrial policy has been considered a dirty word 

in some U.S. policy circles, but now it is most definitely back in vogue.5 

Christian H. M. Ketels defines industrial policy as “all economic policies with an 

industry-specific impact” and remarks that, despite a long history of the 

United States denying that it uses industrial policy, it “clearly engages in 

policies that are targeted at specific industries.”6 Linda Weiss suggests that 

U.S. industrial policy has actually been very transparent and not hidden at all.7 

The U.S. national security apparatus has selectively implemented industrial 

policies to meet the nation’s strategic objectives.8 The pursuit of these 

security objectives led to massive support for specific industries during World 

War II and the Cold War and, in both cases, resulted in a dual-use dividend of 

U.S. dominance of economically significant industries as a side effect. The U.S. 

commercial aerospace industry is a good example of this phenomenon. 

 The roadmap for the rest of this article is as follows. The next section 

takes the CHIPS and Science Act as a model for what is possible when the U.S. 

government gets serious about industrial policy in support of a sector with 

very significant national security implications. The following section examines 

some of the issues in how defense innovation and manufacturing are 

currently managed and suggests applying the same no-holds-barred 

approach to improving competitiveness of the major defense contractor 

ecosystem and newer technology-oriented firms. The closing section provides 

some suggested takeaways, the most important of which is that the United 

States now faces a situation where comprehensive and consequential 
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industrial policy is once again needed to support its national security 

requirements. 

 

Industrial Policy for Semiconductors 

The CHIPS and Science Act is a large-scale implementation of industrial policy 

that is motivated by national security and may be a model that could be 

applied to other industries. Traditionally, direct government funding to 

manufacturers on this scale has been limited to major weapon systems 

(MWS) such as the Lockheed Martin F-35 Lightning II Joint Strike Fighter. MWS 

are produced by defense prime contractors led by the “Big Six”: BAE Systems, 

Boeing, General Dynamics, Lockheed Martin, Northrop Grumman, and RTX. 

In contrast, semiconductors are an example of dual-use technology (DUT) in 

which products developed for the commercial market are also vital for 

defense purposes. 

The firms targeted by the CHIPS and Science Act mostly sell DUT to the 

global commercial market. These include Intel, Micron, and Samsung, as well 

as the largest chip maker, Taiwan Semiconductor Manufacturing Company. 

Therefore, firms that will benefit from this legislation are based in both the 

United States and allied countries such as Taiwan and South Korea. The scope 

of the promised funding is significant, including $39 billion in subsidies for 

manufacturing in the United States, 25-percent investment tax credits for 

manufacturing equipment, and $13.2 billion for semiconductor research and 

workforce training, for a headline figure of more than $50 billion.9 

The CHIPS and Science Act is designed to be a major step in improving 

long-term competitiveness with China in semiconductors. Semiconductors 

represent the first major DUT ecosystem that the United States and its allies—
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Taiwan, Japan, South Korea, and the Netherlands—have endeavored to 

intervene in for national security reasons.10 Chips are critical to a wide range 

of military capabilities, with advanced processors needed to handle the 

requirements of artificial intelligence (AI) applications.11 The semiconductor 

industry is truly global, and it is impossible for any one nation to reshore or 

even “friendshore” all the elements of production. Robert Huggins and 

colleagues found that technology development in semiconductors represents 

an example of “open” innovation characterized by global networks that 

support the active exchange of information: 

Open innovation can be defined as “the use of purposive inflows and 

outflows of knowledge to accelerate the internal innovation, and to 

expand the markets for external use of innovation, respectively.” 

Consequently, a key feature of open innovation is the knowledge-

based network that facilitates the interactions necessary to access new 

knowledge, expertise, technology, and skills. Accordingly, successful 

innovation is driven by networking that facilitates access to 

organisational partners possessing complementary knowledge, which 

is particularly the case in the semiconductor industry.12 

 

 The extreme globalization that is the nature of the semiconductor 

industry is the very characteristic that has made it uniquely possible to 

weaponize the industry by denying China access to parts of it, thereby closing 

the “Silicon Curtain.”13 This began to happen with the United States and its 

allies harmonizing export controls for advanced semiconductors and 

manufacturing equipment. The DOD has also signed an agreement with the 

U.S. Department of Commerce (DOC) to work together on implementation of 
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the CHIPS and Science Act, with the DOC as the lead agency.14 Semiconductor 

manufacturing also offers a good example of the vulnerabilities created by 

global supply chains, particularly due to the current concentration of key raw 

materials in Africa and China and of the final stages of production in East Asia. 

In a study of global supply chains, Laura Christen offers the following 

commentary on the U.S. CHIPS and Science Act and its counterpart, the 

European Chips Act: 

Policymakers need to incentivize supply chain diversification through 

near-/reshoring subsidy programs, invest in strategic stockpiling of 

critical goods/minerals to increase crisis preparedness and promote 

international collaboration with like-minded partners including in 

infrastructure and global manufacturing expansion, stockpiling and 

crisis monitoring and response. The same applies to the 

semiconductor industry. In general, the two Chips Acts set the right 

incentives and are expected to have a positive impact on supply chain 

resilience.15 

 

The experience with industrial policy in semiconductor manufacturing 

demonstrates that broad measures targeting a nation’s economy, 

infrastructure, and education system are more effective than direct subsidies 

in isolation. Chris Miller explains that the U.S. government “should focus 

policy toward the semiconductor industry around four main objectives: 

promoting technological advances, guaranteeing security of semiconductor 

supply, retaining control of choke points, and slowing China’s technological 

advances.”16 
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A collection of papers on semiconductor policy published in 2023 by 

the Hoover Institution in partnership with the Asia Society recommends that 

the United States pursue “comprehensive, market-oriented industrial policy 

measures as part of a long-term critical-technology global competitiveness 

agenda.”17 The measures suggested in the papers are likewise wide-ranging, 

including improvements in immigration policies for skilled workers, better 

take-home pay for semiconductor industry employees, more investments in 

K-12 education, and more effective inbound and outbound foreign 

investment screening and intellectual property protections. The Hoover-

sponsored researchers explain: 

In sum, if the United States is to retain and strengthen its global 

leadership in semiconductors, or even to preserve its most vital 

economic and national security interests in this sector, it will need to 

revive the competitiveness of its workforce and business environment. 

It is not enough to simply constrain China. It is not even enough to 

innovate in design. The United States must run faster, harder, and with 

longer-term vision.18 

 

While the authors of this article share with many others the view that 

semiconductors are a critical technology warranting a no-holds-barred 

approach to improving U.S. competitiveness, there are also military 

capabilities that need stronger industrial policy support. The next section 

suggests how some of the industrial policy lessons from semiconductor 

manufacturing might be transferred to military capabilities, where improving 

U.S. competitiveness is also vitally important. 
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The Management of Defense Innovation and Manufacturing 

One of the most important features of the U.S. defense industry is that it 

consists of a complex ecosystem that has emerged over time to meet the 

requirements of its military stakeholders.19 Decisions on technology 

acquisition are made slowly and deliberately, in part to minimize the 

possibility of error because this quality is favored by the industry’s customers. 

Technical requirements have become highly prescriptive, which has led to an 

incremental approach to innovation in many systems, again because this 

suits customers.  

The traditional approach to defense acquisition favored by the U.S. 

military has its supporters and detractors, but there is no doubt that it has 

led to a system that produces effective military capabilities.20 However, the 

current incremental approach to innovation is also partly responsible for 

creating barriers to entry that lead to monopolistic behavior by the nation’s 

major defense contractors.21 

 During the twenty-first century, advances in technologies relevant to 

defense have become more widely dispersed both geographically—to include 

U.S. allies and partners—and by industry sector. The traditional focus on top-

down defense innovation driven by the U.S. government now also requires 

intentional stewardship of bottom-up innovation that results in the adoption 

by defense entities of DUT that may have been developed for the much larger 

commercial market. The challenge for the DOD is to ensure that its efforts to 

adopt both types of innovation are driven by military requirements and also 

done in an efficient and effective way.22  

However, Tai Ming Cheung and Thomas G. Mahnken worry that the 

DOD “is increasingly isolated from large portions of the most innovative and 
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thriving commercial sectors of the economy.”23 They see China, whose 

national system of innovation operates within a centrally managed economy, 

as more adept at exploiting civil-military integration than the United States 

has been. But they also caution that significant differences exist between two 

the countries’ defense innovation ecosystems: 

The U.S. and Chinese techno-security systems are massive, sprawling 

collections of organizations that cover the most advanced components 

of their national innovation systems and industrial economies, 

especially the defense, dual-use, and strategic technology sectors. But 

these opposing techno-security systems are structured and managed 

very differently. The Chinese system is primarily state-led and top-

down, while the U.S. system is more market-driven and bottom-up. 

Which of them will ultimately prevail will depend on how capable, 

robust, and adept they are in meeting the challenge of rapid and 

disruptive change.24 

 

As has been done in the past, the DOD needs to build industrial 

capacity by effectively leveraging DUT for national security opportunities. 

John Edwards of Australia’s Lowy Institute has emphasized the extent of the 

challenge that this involves, suggesting that “once dominated by business 

interests and economic bureaucrats, large areas of industry policy are now 

shifting into the realm of national security.” Edwards adds that “the 

technology ‘war’ is inevitably over products mostly commercial in their origin 

and purpose.”25 

 In the United States, there is a widespread perception that the defense 

industry needs to find ways to bring innovation closer to the warfighter to 
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allow for more rapid adoption and fielding of solutions that address the 

military’s most pressing needs.26 Again, many DUTs loom large because their 

readiness for adoption has, in principle, already been proven by success in 

consumer or commercial markets. The 2022 U.S. National Defense Strategy 

explains that “to gain and maintain operational advantage over competitors, 

the DOD requires an order of magnitude increase in its adoption of 

commercial technologies. To this end, [the] DOD must act as a fast follower.”27 

In that context, the Big Six and other traditional defense contractors 

will continue to play a critical role, particularly with respect to systems 

integration, project management, and manufacturing. Furthermore, as the 

United States adapts its acquisition system to more easily incorporate 

commercial technologies, the roadblocks to innovation “are increasingly less 

about how the U.S. military buys, and more about how it integrates available 

technologies to support new concepts and tactics.”28 

The increasing importance of technology on the battlefield has pulled 

Silicon Valley and other technology firms toward the DOD. A turning point 

occurred in 2016, when software startup Palantir Technologies won a DOD 

contract, though only after first suing the government to be able to compete 

with a proposal based on an existing commercial product. Since that time, the 

emerging “defense tech” sector has grown to hundreds of startup firms 

supported by billions of dollars of venture investing, with the top 100 defense 

tech firms drawing a total of $42 billion of venture investments to date.29 

 General Milley suggested the creation of a “Joint Futures organization,” 

inspired by the U.S. Army Futures Command, to better integrate 

requirements and capability development and more rapidly deliver 

technology to the warfighter. According to Milley, “a Joint Futures organization 
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would have the potential to align critical force design and development 

functions, integrate concepts with experimentation, and synchronize users to 

accelerate modernization and close capability gaps.” Notably, the new 

organization “would integrate with allies and partners from the very beginning 

of force design, looking to enhance not only the Joint Force but also the 

coalition force, through synchronization and integration of coalition design 

and development. Allies and partners give the United States an asymmetric 

advantage over competitors.”30 Allies and partners—both governments and 

industry—must also be brought into capability development: 

Overall, the United States enjoys a dominant position in the global 

techno-security order, but needs to do much better to forge 

collaborative foreign partnerships. China lags by a large margin, 

although it is making incremental progress in expanding its global 

techno-security foot-print. The international system will be a pivotal 

arena for long-term techno-security competition between the United 

States and China and will likely play an outsized influence in shaping 

the outcome of this competition.31 

 

There are some early signs that the United States is expanding its 

industrial policies along the above lines, such as through the Australia, United 

Kingdom, and United States (AUKUS) initiative to produce attack submarines 

and develop advanced technologies such as quantum computing and 

hypersonics. The success of AUKUS, when viewed as industrial policy, is 

critical as an example of “co-innovation” with allies: 

AUKUS is the primary opportunity for the DoD to get openness and 

collaboration right. It is between longstanding allies who share a 
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common language, values, and strategic vision, and was formulated in 

a time of emphasis on allies and partners. Unlike NATO and other 

established multilateral institutions, the vestiges of Cold War secrecy 

that shaped their evolution do not have to define AUKUS’s future. 

Properly realized, AUKUS can serve as a 21st century model for co-

innovation with allies and partners, and a resounding success as the 

DoD continues down a new path of innovation cooperation.32 

 

In a similar vein, the United States, Canada, and Finland signed the ICE 

Pact in July 2024. Under this agreement, the three nations will cooperate on 

the development and production of icebreaking vessels, which are 

increasingly important given the present militarization of the Arctic region.33 

The state of shipbuilding in the United States cries out for an effective 

industrial policy that also leverages the technological capabilities of allies. U.S. 

shipyards produce five or fewer large commercial vessels a year, which are 

meant entirely for domestic routes that the law requires be served by ships 

built in the United States. In contrast, China had 1,794 large vessels under 

construction, South Korea had 734, and Japan had 587 in 2022. Europe, which 

retains a sizeable commercial shipbuilding industry, had 319 large vessels 

under construction.34 From a national security viewpoint, the lack of U.S. 

commercial shipbuilding activity is a concern, as U.S. ports oversee about 40 

percent of the world’s trade by value.35 

While there are significant differences between large commercial and 

military ships, the construction delays and backlogs of ships built for the U.S. 

Navy and Coast Guard reflect a lack of investment by U.S. shipyards and the 

government, which have not adopted leading commercial practices. For 
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example, South Korea builds combatant vessels such as frigates that have 

comparable capabilities to U.S. ships and feature some of the same combat 

systems, and those vessels are built much more quickly and at a much lower 

cost compared to vessels built in U.S. shipyards. 

In 2024, Secretary of the Navy Carlos Del Toro visited South Korean 

shipyards hoping to attract investment from that country and technology 

transfer to U.S. industry. The South Korean defense firm Hanwha is in 

negotiations to purchase Philly Shipyard in Philadelphia, Pennsylvania, and 

one of Hanwha’s shipyards in South Korea has also been authorized to serve 

as a repair site for U.S. Navy ships.36 

The development of the defense industry in South Korea has been 

managed by that country’s government to effectively support both domestic 

requirements and export potential. Bence Nemeth points out that “the South 

Korean economy has the industrial foundation to maintain a large military 

and develop indigenous weapons systems cost-effectively.”37 

To remain competitive in the development and manufacturing of 

defense technology, the United States should further expand its industrial 

policy beyond semiconductors to include additional critical sectors. Such 

efforts in additional industries must go beyond simply denying technology to 

China and other adversaries.38 In that context, the DOD has taken steps to 

reinforce the industrial base and promote apprenticeships and education in 

fields related to shipbuilding.39 

The DOD will need to expand its efforts to more explicitly leverage DUT 

while continuing to effectively manage the development, manufacturing, and 

fielding of MWS. However, a broader and coordinated approach among 

federal agencies is also needed to maintain U.S. defense-related 
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technological leadership. For example, the DOC could play a role in “much 

deeper, competitive analysis on key industries and strategies for how all 

federal policies, programs, and practices can be aligned to support, rather 

than harm, U.S. competitiveness in key sectors.”40 As Seth G. Jones and 

Alexander Palmer suggest, “The U.S. defense industrial base—led by a robust 

and strengthened commercial industry—needs to be a key pillar of broader 

U.S. industrial policy strategy to compete with China economically, 

technologically, and militarily.”41 

While the DOD is capable of funding large numbers of technology 

development projects, by necessity few of even the most promising 

innovations will transition to production. This is because funding is not 

available for the large-scale fielding of every innovative product that receives 

initial research and development support, leading to the “valley of death” 

problem. A broader and more effective industrial policy will need to reconcile 

this issue in a way that promotes private investment and continuing 

technological leadership while recognizing financial constraints.42 

Therefore, the DOD needs a robust decision-making process at every 

stage of the innovation process that downselects the prospectively most 

promising technologies, including both DUT and MWS. Ray Khan proposes an 

approach to dealing with this challenge: 

During the early stages of a technology development project, the 

Department of Defense will likely not be able to accurately and/or 

methodically figure out a project’s value (bang for the buck). More 

importantly, the military needs to let its technologists mature the 

projects for two to five years with a “fail fast” mindset, while “desired” 

technology projects may be allowed a longer maturation schedule. 
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Once technology development projects start to prove their legitimacy, 

the Defense Department needs its innovators to start doing the hard 

work of research and analysis to assess the projects implementability 

and sustainability. This assessment will determine a project’s value 

(bang for the buck) and allow for the worthiest projects to move 

forward towards successful fielding.43 

 

 Many MWS take decades to develop and may have long service lives as 

well. However, DUT typically has a much shorter life, which makes integration 

into MWS challenging. Despite this reality, there have been some successes, 

such as Boeing B-52 Stratofortress strategic bombers delivered in 1962 

currently being refitted with Rolls-Royce engines developed for business jets. 

These venerable aircraft will remain in service for decades to come, partly 

because of the insertion of commercial technology. The bombers are also 

being modified to launch hypersonic missiles, another demonstration of their 

adaptability.44 

The DOD does not yet have a way to systematically conduct integrated 

concept development and “bottom up” commercial technology adoption, let 

alone include allies from the early stages. While the DOD has created dozens 

of innovation organizations such as the Defense Innovation Unit (DIU), the 

Office of Strategic Capital (OSC) and NavalX, to date these organizations have 

had a limited ability to facilitate adoption through the procurement and 

fielding of new products.45 

The DOD’s measures to date have been described by a Defense 

Innovation Board task force as a “series of top-down olive branches” to the 

growing U.S. technology ecosystem. However, the task force also recognized 
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that these measures were “a good sign our military’s leaders understand 

[that] a divided technology ecosystem will ultimately undermine U.S. national 

security competitiveness, especially against centralized military-civil fusion in 

China.”46 Increased integration of the DUT and MWS ecosystems therefore 

lies at the heart of the requirement for a broadly based U.S. industrial policy. 

During the past several years, a wide range of experts have called for 

the DOD to end “innovation tourism” and undertake a large-scale 

reorganization of requirements definition, capability development, 

acquisition, and the fielding of new technology.47 The more flexible forms of 

relationships with the private sector pioneered by the DIU and similar DOD 

organizations have suffered from a lack of resources and institutional 

support.48 A review of the experiences of defense innovation organizations or 

“intermediaries” in the United Kingdom found a need for well-defined 

responsibilities, feedback mechanisms, and interorganizational 

communications, concluding that there is an “intermediation paradox: while 

failures in the institutional architecture justify the creation of intermediaries, 

the very same failures limit their effectiveness.”49 A key leadership challenge 

is the extent to which innovative practices and technologies become 

embedded and routine within the DOD: 

The acquisition ecosystem is still far detached from and, in many cases, 

cannot collaborate with the warfighter to meet their needs—resulting 

in disjointed efforts around innovation, scale, and importantly, speed. 

The concept of innovation is often bolted on versus baked into 

programs and without metrics for people innovation readiness levels, 

to supplement technology readiness levels, efforts to increase speed 

and scale are akin to flying blind to an unknown destination.50 
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The general consensus of the diverse studies on DOD innovation is that 

the DOD requires a major organizational response that will align specifically 

with both the DUT and MWS ecosystems, while coordinating with other U.S. 

government agencies as well as allies and partners. At the current time, the 

DOD is simply not designed for these outcomes: 

Successful innovation will be driven by organizational structures that 

encourage: interactions beyond boundaries and stovepipes, 

continuous learning, creativity, finding new connections, and 

facilitation of interactions with relevant users. At the same time, 

organizationally, [the] DOD is not optimized except in specific urgent 

circumstances to: make fast, agile changes, with a sense of urgency, 

adopt innovative approaches, measure the success of innovation, or 

support processes that are different from the day-to-day operations.51 

 

 Domestically, the DOD also needs to expand its efforts to become an 

attractive employer. This may include seeking legislative and regulatory 

authority to bring more flexibility to personnel policy, such as by ending the 

post-Vietnam War “up or out” system for military personnel and removing 

civilian personnel from the rigid General Schedule system created by the 

Classification Act of 1949.52 Another possibility is the expansion of existing 

programs involving exchanges with industry. There will be a significant 

requirement for government personnel who understand industry and 

technology and can function as knowledgeable clients for both MWS and 

DUT.53 Jared Mondschein and colleagues at the Rand Corporation suggest 

that with respect to microelectronics, there is a clear need “for coordinated, 
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well-defined SCRM [supply chain risk management] practices at the strategic, 

tactical, and operational levels.”54 The Defense Innovation Board had the 

following acerbic comment on DOD personnel management practices: 

Rather than establishing professional innovation officers, empowering 

and assigning novel career pathways, or adapting to the expanding 

mission-driven private sector opportunities with which the Department 

vies for talent—the Department misperceives itself as being the 

premier avenue for “public service” and maintains an archaic, 20-year 

career track for servicemembers and civilians alike; this no longer a 

competitive approach to talent management in the 21st century.55 

 

Closing Thoughts 

This review of U.S. defense innovation and industrial policy closes with the 

highlighting of four key issues that continually emerge from the voluminous 

literature on this topic that need addressing and resolving. 

First, during the Cold War, the United States and its allies demonstrated 

significant government support for corporate research, development, and 

innovation that ultimately defeated the Soviet Union. Implementation of 

“military-civil fusion” did not originate in China but rather in the governments 

of Western countries. Today, however, it is the U.S. government that needs to 

once again broaden its efforts at military-civil fusion. This will involve policy 

changes and funding devoted to industries other than semiconductors, such 

as shipbuilding. The question is how the United States can become more 

skilled in the implementation of industrial policy, thereby bringing the 

benefits of capitalism and democracy to its competition with China. Doing so 

may also require the United States to moderate some of its tendencies 
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toward nationalism or technological isolationism that can shut out even its 

closest allies. 

Second, major weapon systems require long development cycles, 

careful testing, and well-considered fielding and sustainment. Large defense 

contractors have demonstrated a mastery of large-scale systems integration 

and manufacturing, an activity that is beyond the scope of smaller firms that 

excel at the development of innovative technologies, often for both 

commercial and military use. There is no question that the major defense 

contractors are an essential resource for the United States and that the DOD 

needs to be a knowledgeable client for the full scope of technology 

development and integration, regardless of where it originates. In sum, 

appropriating more commercial technology for military use is an “and” rather 

than an “either-or” issue. A key issue is to what extent the DOD can make the 

“primes,” or large defense contractors, a major resource in leveraging more 

commercial technologies. 

Third, given the difficulty of wide-ranging reforms to acquisition 

policies and funding mechanisms, the tendency to engage in “innovation 

tourism” is understandable. Organizations such as the DIU have 

demonstrated that they can get innovative technologies into the hands of 

warfighters. But the existence of innovation organizations is an indicator that 

large-scale acquisition organizations, such as the Program Executive Offices 

(PEOs) of the U.S. military departments, are not succeeding at effective and 

timely commercial technology adoption. The question is to what extent PEOs 

will be able to absorb the capabilities of the DIU and its brethren. 

 Finally, Americans are willing to serve their country in uniform and in 

the civil service, but they expect the government to be a good employer. 
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Current policies, such as those for managing officer careers or recruiting and 

retaining civilian employees, need an overhaul. The DOD has a pattern of 

attempting marginal reforms in the personnel area that affect relatively few 

people or have a negligeable impact altogether. There are positive signs of 

change, such as the U.S. Marine Corps’ reforms of military careers that are 

being implemented alongside Force Design 2030, or the recent creation of the 

Defense Civilian Training Corps for university students.56 The government 

needs to be a knowledgeable client for the design, development, acquisition, 

fielding, and use of technology. Accordingly, the key issue for DOD personnel 

management is how bolder reforms might be designed for more substantial 

and long-term benefits for the nation.
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